Relato de Anomalia

|  |  |
| --- | --- |
| Identificador | AIM-001 |
| Resumo | Nova senha do usuário aceita qualquer entrada. |
| Data de descoberta | 03/06/2015 |
| Atividade de descoberta | V&V Implementação |
| Contexto | A anomalia foi encontrada testando as funcionalidades do sistema |
| Descrição | A anomalia é gerada quando o usuário deseja alterar sua senha. Ele entra na página de alterar a conta, logo em seguida clica em “Mudar Senha”. Ele digita a senha atual e uma nova senha. A aplicação aceita qualquer nova senha, não seguindo o estabelecido pelo requisito RSEG2.  Para reproduzir a anomalia, preencher os campos conforme abaixo (considerar senha atual como 1234567a): Senha atual: 1234567ª Nova Senha: a Repita a senha: a |
| Impacto | A anomalia causa impacto somente no código-fonte |
| Avaliação de urgência | MÉDIA |
| Descrição da ação corretiva | Aplicar a regra descrita no RSEG2 no código em que faz a operação de alterar senha. |
| Status da anomalia | Em avaliação |
| Conclusões e Recomendações | Desenvolvedores devem olhar as especificações dos requisitos antes de implementarem as funcionalidades. |

**Histórico de Alterações**

|  |  |  |  |
| --- | --- | --- | --- |
| **Data** | **Revisão** | **Descrição** | **Autor** |
| **03/06/2015** | **1** | **Preenchimento do relato** | **Moisés** |